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Event Logistics 

• Facilitator introduction 

– Mike Lipka, Knowledge Management  Officer
NASA Safety Center 

                                                       

• To ask a question 

– Dial *1 for the operator 

– Click the “Raise Hand” option 

• The presentation will last approximately an hour and a half 

• To get a closer look at the slides, select “Full Screen” 

• Turn off the speakers on your computer 
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Agenda 

• Goals of the Safety and Health Learning Alliance 

• Today’s Panel Speakers 

• Discussion and key points 

• Wrap-up and next event 



Goals of the SHLA:  the Four C’s 

• COLLABORATE Create a forum for collaboration 

– Repeatable process with trusted advisors 

• CONCENTRATE  Accelerate learning  

– “Quick hits” on timely, topical, and new approaches 

• CONTEXT  Learn from your peers—what they do and how they do it 

– Knowledge + Experience = Wisdom 

• CONNECT  Establish networking opportunities 

– Extend beyond events for personal and professional development 

                        Learn more at https://nsc.nasa.gov/SHLA  
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Today’s Panel Speakers 

Mr. Mark Nunn 
US Air Force Risk Management 
Program Manager 

Mr. Dave Marciniak 
General Services Administration 
Safety and Health Manager 

Mr. Chris Toms 
US Coast Guard 
Senior Risk Management and  
Operations Research Manager 
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Today’s Agenda 

• Organizational profile 

• How your organization assesses  and specifies  risk  

• How your organizations accept risk  

• How risk is communicated up the management 
chain  

• How agencies/organizations use risk tools to 
prioritize funding , operations, and  activities 

• Available risk training  

• Lessons Learned in Risk Management 
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How your organization assesses  and specifies  risk  

• What risk management tools do you use? 
– Risk matrix 
– Prioritization schemes 
– Alpha-numeric coding 
– Color coding 
– Quantification 
– Qualification 
– Uncertainty 
– Risk timelines 
– Aggregate risk  
– Standards 
– Probabilistic Risk Assessment (PRA)  
– Something else? 
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Assess Hazards 

The potential 

impact on  the 

mission / activity, 

personnel, 

equipment? 

The time, 

proximity, 

volume, or 

repetition to 

a hazard 

  

Likelihood that a 

particular hazard will 

cause a negative event 

as related to the severity 

of the hazard 
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Assess Hazards 

H 
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Assess Hazards 
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Aviation RM Assessment  

 Worksheets 

Many Variations of Aviation Worksheets 
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Deliberate Risk Assessment 

Worksheet 
(AF Form 4437) 
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Deliberate Risk Assessment 

Worksheet 
(AF Form 4437) 
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U.S. General Services Administration 

Consolidated EHS Survey 

 Environmental Health and Safety Building Surveys 

 Baseline 

 5-year updates (or sooner based on risk) 

 Owner / Operator Risk (not “OSH”) 

 41 CFR (property management) Part 102-80 (Safety and 

Environmental Management) 

 29 CFR Part 1960 Subpart E (specific GSA requirements) 

 Disciplines – 0803/0690/0804/0819 (not 018 or 028) 

 Uses 

 Protect occupants 

 Asset repair and investment planning 

 Comprehensive, but not investigative 

 Follow-on investigations where needed 
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U.S. General Services Administration 

Asset Risk Management 

LOCATION 

CONSTRUCTION 

OCCUPANCY 

ATTRIBUTES 

ASSET 

RISK 

CONDITIONS 
PHYSICAL 

PROCESS 

LOSS 

HISTORY 

PROPERTY 

CASUALTY 

ENVIRONMENTAL 16 



U.S. General Services Administration 

EHS SURVEY REDESIGN 

 Attribute Data 

 Pre-review and On-Site (examples) 

 Insurance Guides  

 Condition Data 

 Checklists (examples) 

 Risk Matrix (4 x 4 to 5 x 5, multi-impact) 

 Loss Data  

 Property, Tort and Environmental (small data) 

 Workers Compensation (from BLS) 
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U.S. General Services Administration 

18 
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U.S. General Services Administration 

Inventory Reporting Information System (IRIS) 

REPAIRS 

IMPROVEMENTS 

“SAFETY “ 

DEFICIENCIES 

WORK 

ITEMS 

CAPITAL 

PLANNING 
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U.S. General Services Administration 

Plans and Challenges 

 Standardize process nationally 

 In house, contract or combination 

 Normalize and Sum Risk Values (Database)  

 Attributes 

 Conditions (RAC)  

 Losses 

 EHS as a Supportive Component 

 Physical Condition Surveys 

 Repair and Alteration Prioritization 

 Asset Business Plans (tiering) 
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Risk Matrices 
Systematic evaluation of the likelihoods & consequences 

across the scenario set (example set below) 

Likelihood Categories 

Continuous

Millennium

Century

Half-century

Decade

Quarterly

Annually

Monthly

Weekly

Daily

730 events per year

1 event per 1,000 years

1 event per 100 years

1 event per 50 years

1 event per 10 years

4 events per year

1 event per year

12 events per year

52 events per year

365 events per year

Frequency
Score

Descriptions

Frequency
Scores

Consequence Equivalencies 

– Deaths/Injuries – Environmental 

– Direct Economic – Law Enforcement 

– Secondary Economic – National Security 

– Maritime Mobility – Civil Order 21 



How does your organization accept risk?  

• How do you define acceptable risk?  

• Who can accept the risk? 

• Who owns the risk? 

• Who tracks the risks? 
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Organizational Risk 

Acceptance 

 All Commanders / Directors and equivalents: 

 Ensure all subordinate personnel are trained in RM 

 Ensure RM principles, processes, tools & techniques are 

established to address specific operations, missions & 

activities (on- and off-duty) 

 Standardize across similar operations whenever possible 

 Identify & clearly establish specific risk acceptance 

authority levels & thresholds for elevating risk acceptance 

decisions 

 Acceptance Levels may vary depending upon specific 

operations, activities, units, personnel involved, etc. 

 Identified risk acceptance levels must be clearly 

understood by affected personnel & documented 

whenever possible 

I n t e g r i t y  -  S e r v i c e  -  E x c e l l e n c e 23 



Risk Management Fundamentals - The Basics 

What are the 

outcomes to achieve 

and what are the risks 

to them? 

“Risks to” and    

“Risks from” 

How likely and What 

consequences? 

What could and what 

should I do about it? 

Accept, Avoid, 

Transfer or Control 

Risks 

Did the alternatives 

work? 

Risk Communication 
and Perception is Key 
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How is risk is communicated up the management chain?  

• How does your organization get risk management 
buy-in and participation? 

• What type of documentation is required? 

• What is the overall flow? 

• Who has decision making 
authority/responsibility? 
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Coast Guard Strategic Risk Framework  

Assessed Risk to the 
Maritime Domain 

Unknown Deterrence Value 

Unknown Prevention Value 

The Coast Guard’s 
risk mitigation 

activities applied 
to risk 

environment 

Estimated Overall Expected CG 
Response Risk Reduction Value 

Estimated Overall Expected Loss 
After CG Risk Reduction 

Coast Guard’s Risk Reduction Programs 
Maritime Law Defense Operations 

Maritime Response 
Enforcement  

Maritime 
Maritime Security Maritime Environmental 

Operations Transportation System Protection 

Assessed Impacts to Society 
Fish Stock Non-

Death and Injury Illicit Drugs Smuggling 
Sustainability 

Environmental 
Direct Economic Loss Illegal Migrant Entry 

Damage 

U.S. EEZ Introduction of 
Terrorism Impacts 

Encroachments Invasive Species 

140

120

100

80

60

40

20

0
Adversarial Non-Adversarial 

Unknown 
Deterrence and 

Prevention Impact 

 

? 
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Available risk management training  

• What are the key components of your risk training?  

• What have been the results of your risk training?  Is 
it working for your organization? 

• What part of your training  
program has made the biggest  
impact on risk management? 

27 



AF Risk Management Training 

 AF RM Fundamentals: Basic RM process, concepts & tools 

 Mandated (one time career) for all AF Personnel (Active Duty, 

Reserves, Guard, Govt. Civilians – non-contractors) 

 Computer based via AF Advanced Distributed Learning Service 

website 

 AF RM Application & Integration: Expert level RM Course 

 Mandated  (one time career) for HAF/MAJCOM RM Process 

Managers, Wing & subordinate RM Instructors / Advisors 

 Classroom based at AFSEC; future deployment to MAJCOMs to 

teach in-house (better use of funding) 

 Periodic RM Briefings/Presentations: Unit-specific training 

 Unit Commanders and RM Staffs responsible for content and 

presentations 

 RM topics focused on local issues & mitigation strategies 

 Future RM Training Development (when resources permit) 

 AF RM Supervisor Course  

 AF RM Senior Leader Course 
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Lessons Learned About Risk Management 

• Key points to remember about 
risk management 
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Lessons Learned 

 Risk Management is not just about Operations anymore! 

 It must be emphasized in both on- and off-duty situations 

 The AF loses nearly 10 times more individuals in off-duty 

mishaps than we do in on-duty mishaps 

 Overall RM Programs are necessary for compliance & to ensure 

personnel are trained & held accountable for sound RM practices, 

but locally defined issues must be the focus of any effective 

program 

 Senior leadership is key to all effective RM programs 

 Personnel buy-in on risk mitigation strategies is necessary to 

ensure that they are implemented  

 There is no simple solution for managing risk & everyone must be 

vigilant for change   

 

I n t e g r i t y  -  S e r v i c e  -  E x c e l l e n c e 30 



 

 

Risk Management Should Be Ubiquitous 
Risk Management is present in large scale organizational decisions to everyday life choices.  It manifests 
as a decision support framework to compare possible future consequences (both positive and negative) 

with an investment, and identifying an acceptable balance.  

Risk is not just… 
• Threat 
• Vulnerability 
• Frequency 
• Likelihood of occurrence  
• Consequence 

Risk is/can be … 
• A function of likelihood and 

consequence 
• Prospective 
• Expected loss over time 
• Always relative to some goal or 

objective.  
• A measure of performance 
• Accepted, shared, transferred or 

mitigated, but 
– Must not be ignored 

 DHS Lexicon: Risk - 

 Potential for an unwanted 

outcome resulting from an 

incident, event, or occurrence, as 

determined by its likelihood and 
the associated consequences. 
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Wrap Up and Next Event 

• Visit the SHLA Web site at nsc.nasa.gov/SHLA 

– Video of this presentation, slides, event summary 

• Invite colleagues and other organizations to join us for 
our next event 

– “Mandatory Requirements and Standards” 

– June 19, 2014 at 1 p.m. EDT 

– Join the panel by contacting Mike Lipka at 
Michael.J.Lipka@nasa.gov  or 440.962.3172 

• Click here  SHLA Event Survey We’d like to hear your 
feedback 
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